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FBI Dunces in Damage Control after Compromising Hack
by lyx Tuesday, Sep 4 2012, 11:58pm
international / prose / post

The FBI denies hack -- the FBI is lying, pure and simple. Hackers have demonstrated
time and again their superior skills and the FIFTH RATE cyber abilities of governments,
security agencies (Stratfor and CIA) and other dunce regulators. The latest hack of the
FBI reveals not only the known ineptitudes of our social oppressors but the COLLUSION
of mega-corporations with government regulators. Surprised? You shouldn't be!

Who do you think the CIA and puppet governments actually serve, the people, don't make me laugh?
They serve profit-seeking rapacious CORPORATIONS -- they protect their interests at home and
abroad. The western world has succumbed and is now ruled by corporate/banker elites that have full
sway in the direction nations take. Democracy is long dead and only a fool would think it a reality
today. So let fools vote for one or the other puppet candidate Romney or Obama, the outcome is
predetermined, as policy is DICTATED to all western puppet leaders by elite commercial interests,
CFR, Wall St, etc.

Whenever that ugly reality is exposed the powers immediately go into media damage control; they
LIE, spin, obfuscate, titillate and DISTRACT and the moronic masses usually fall for it, but not so the
'underground' elite and informed people everywhere.

The latest hack involves the release of over one million -- from TWELVE million -- UDID individual
product user identifiers utilised on the iPhone and iPad. The UDIDs were hacked from an FBI agent's
laptop, and were apparently being utilised for tracking purposes -- individuals were tracked via
'private' texts, conversations, videos, GPS and keystroke loggers etc., all inbuilt Apple features.
However, the really disturbing aspect of all this is that the clearly cyber-incompetent DUNCE FBI
were in POSSESSION of MILLIONS of these highly sensitive UDIDs and could ONLY have obtained
them DIRECTLY or indirectly from Apple.

So there you have it, PROOF POSITIVE of Corporate rule and the reality that government serves
elite Corporate interests. So make sure you vote at the next election, morons, or alternatively you
could march on Washington and restore REPRESENTATIVE DEMOCRACY -- in your pathetic
dreams, sheeple -- a cowardly slave is worthy of his chains.

[greetz to all the cruz, onward ... SKILL is the only LAW, ABILITY rules! With that stated, it's only a
matter of time, DUNCES -- the mass murdering criminal elites are finished!]
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Moderately detailed report from itWire follows:

Hackers grab FBI user list of 12 million iPhones, iPads
by Stephen Withers

Hackers claim to have exfiltrated an FBI file containing information about millions of
Apple devices, including owners' personal details.

To back up the claim, a list of over one million iPhone and iPad UDIDs (Unique Device
Identifiers) has been released.

The hackers claim that a Java vulnerability was used to extract files from a notebook
"used by Supervisor Special Agent Christopher K. Stangl from FBI Regional Cyber
Action Team and New York FBI Office" in March 2012.

One file "turned to be a list of 12,367,232 Apple iOS devices including Unique Device
Identifiers (UDID), user names, name of device, type of device, Apple Push Notification
Service tokens, zipcodes, cellphone numbers, addresses, etc."

What else has been done with the data during the last six months is unknown.

Nor is there any obvious reason why the FBI had assembled a file containing information
about such a large number of devices, if there are similar files in existence detailing
devices from other manufacturers, or how the agency obtained the information.

The name of the file in question was NCFTA_iOS_devices_intel.csv.

NCFTA is the National Cyber-Forensics and Training Alliance, which describes itself as
"a conduit between private industry and law enforcement with a core mission to identify,
mitigate and neutralize cyber crime."

According to an FBI spokesperson, "At this time there is no evidence indicating that an
FBI laptop was compromised or that the FBI either sought or obtained this data."
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