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Tech Giants Feign Security Indignation
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In probably the worst kept secret in Silicon Valley large data ‘management’ companies,
including Google, MS, Facebook and Yahoo are making a very public scramble to
encrypt user data in the hope that the uninformed buy the bullshit and continue to
support their services -- it’s all about reputation loss and the bottom line.

Eric Schmidt

Let’s start with Gates and MS, which allowed the NSA to access every 9x series OS via a backdoor
tailored especially for the purpose -- that much is verified. Then we have master data censor and
exploiter Eric Schmidt of Google, who has been a regular attendee at Bilderberg meetings over the
past few years -- for those unaware, the shadowy Bilderberg group of mega wealthy business people,
bankers, media magnates, monarchs and strategically placed people of influence, hold annual
meetings where ‘they’ outline future directions for the world -- and you thought your elected puppets
represented you and made all the decisions!

The latest well publicised manoeuvres by tech giants are simply part of an overall damage control
plan to convince the public that their data will not be compromised by the NSA when in fact these
companies were willing and complicit partners to US agency spying. Schmidt, Gates and Zuckerberg
are probably the worst pretenders/offenders.

What Snowden’s revelations have done is make the public aware of a well known fact in digital
underground circles, that privacy is a myth, in fact it was Eric ‘Google’ Schmidt who stated publicly
that people have to fight to maintain privacy today. So let’s cut the crap and just admit that large
tech companies are complicit in attacks on the public and follow the globalist agenda.

We are proud of the fact that Google has de-listed two of our four sites for no good reason. It was
interesting to observe activity to the sites continue to slowly increase organically and via other
means rather than depending on nefarious commercial data companies.

Five years past I stated emphatically to my trainees that privacy would be at a premium in the near
future. Those that listened are now earning $500 +/hour as specialist security consultants while
those that didn’t are desperately attempting to catch up. The point is that elite coders are now
working on universal solutions to ensure privacy, as they are fully aware that the first to offer
friendly secure and private transmissions on the internet will ‘clean up’ (zillions) financially.
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Snowden’s revelations have in effect changed the entire character of the internet though most
changes remain unnoticed by average users.

Do not be deceived by the pretence of mega tech companies, they voluntarily entered into
partnerships with the NSA and in Google’s and Facebook’s case, the CIA. Private mail services are
already being offered on the net and its only a matter of time before other companies, not related to
the above nefarious data corporations, make huge inroads in the digital world.

I would also add a note for other CEOs of highly successful digital companies; Bilderberg and similar
groups are a liability in our industry, choose your friends wisely or you too may be shunned or taken
to task by the public.

Story from mainstream media follows:

Tech giants call for controls on gov't snooping
by AP staffers

LONDON (AP) — Major technology companies, stung by revelations that the U.S.
government collects people's personal data on their networks, on Monday issued an
open letter to President Barack Obama asking for tighter controls on surveillance.

As part of a global campaign to reform data collection, Google, Facebook, Apple and
others said concerns over national security should be weighed against individual rights.
"The balance in many countries has tipped too far in favor of the state and away from the
rights of the individual — rights that are enshrined in our Constitution," the letter said.
"This undermines the freedoms we all cherish. It's time for a change."

The letter follows this summer's disclosures by former National Security Agency
contractor Edward Snowden, who leaked details of the secret programs that critics
argue violate privacy rights. Intelligence officials say the NSA's tactics have helped
disrupt terror attacks. Officials also insist that the agency takes care not to look at the
content of conversations or messages by U.S. citizens.

The letter is the latest salvo from the Big Tech companies in a campaign to counter any
perception that they voluntarily give the government access to users' email and other
sensitive information. The stakes are high: The companies depend on the trust of legions
of online users who attract digital advertising — the online industry's lifeblood.

A similar group of companies signed an Oct. 31 letter to senior lawmakers supporting
proposals in Congress that would provide more transparency about the national security
orders under which online companies must provide data to the government. By
addressing Obama directly this time, the companies may be able to draw greater public
notice.

It was a shrewd move for the companies to disseminate the open letter through
newspaper ads, said Daniel Castro, a senior analyst for the Information Technology and
Innovation Foundation, a Washington, D.C. think tank.

By virtue of connecting directly with a massive proportion of the U.S. population, the
companies "have a huge reach," Castro said. "They want people to be supporting and
rallying around this effort." The Silicon Valley companies also are waging an attack in



3

the Foreign Intelligence Surveillance Court, where they are fighting to be allowed to
reveal more details about how frequently the NSA has been seeking user data. U.S. law
currently prevents the recipients of national security orders from breaking down the
number of demands they get under the Patriot Act. The companies contend that
restriction fuels the erroneous perception that the government has a direct pipeline to
their users' data.

The technology companies argue that officials should codify "sensible limitations on their
ability to compel service providers to disclose user data" and to ensure that law
enforcement and intelligence efforts should be transparent and accountable. It makes an
appeal for respecting the free flow of information across borders, describing it as
"essential to a robust 21st century global economy."

Though the campaign is directed internationally, a letter on its website and published in
U.S. newspapers struck at the United States government, whose surveillance methods
have attracted particular scrutiny. CEOs and senior leaders of the companies weighed
in, making it clear they were personally behind reform.

"Reports about government surveillance have shown there is a real need for greater
disclosure and new limits on how governments collect information," said Mark
Zuckerberg, the CEO of Facebook. "The U.S. government should take this opportunity to
lead this reform effort and make things right."

Marissa Meyer, the chief executive at Yahoo, said the disclosures had "shaken the trust
of our users." The letter was signed by AOL Inc., Apple Inc., Facebook Inc., Google Inc.,
LinkedIn Corp., Microsoft Corp., Twitter Inc. and Yahoo! Inc.

Obama has asked a panel of hand-picked advisers to report on the issue this month and
recently said he'll propose the NSA use "some self-restraint" in handling data. He
maintains, however, that the NSA isn't interested in reading people's emails and text
messages.

The technology companies have good reason to band together. The free flow of
information is fundamental to their business models. Information on consumers is
critical to advertisers. But consumers need to trust that their privacy concerns are
safeguarded, said Joss Wright, a research fellow of the Oxford Internet Institute.

Technology companies are also concerned that governments outside the U.S., such as
the European Union, might set tougher rules for businesses to protect the privacy of
their citizens, Wright says. "It's potentially huge," Wright said. "Other countries around
the world could make it harder for (the companies) to carry on with unrestricted data
gluttony."

That data is not just from browsing the web or cellphones. The latest reports showed
U.S. and British intelligence officers have even been spying on gamers by trawling data
from popular online games such as World of Warcraft.

Privacy International, a U.K.-based charity, praised the industry effort and described it
as a reminder that there are gross violations of the right to privacy as governments
access and share bulk metadata records.
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"It is time for drastic changes to how intelligence is regulated, conducted and overseen,
and we welcome these companies' contribution to this debate," Privacy International
said in a statement. Others, however, noted Silicon Valley's stance probably had more to
do with profit than principle.

"It sure would have been nice if the tech companies had been loudly supporting
intelligence reform before Snowden's disclosures," said Chris Soghoian, a senior analyst
with the American Civil Liberties Union.
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