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U.K. Becomes Vassal State of U.S.
by Conrad Jaeger via sal - ICH Saturday, Feb 9 2013, 1:17am
international / prose / post

U.K. Warned - CIA Will Access All Government Data

How does it feel Britannia? No real economy to speak of and now this -- a sorry fate
awaits all aspiring Imperialist nations. Keep your eyes on your usurper, America, it is
destined to be the shortest lived empire in history; it is failing faster than it is expanding.
Though to be accurate, we are aware it is the same mercantile, commercial forces at
work -- they have merely shifted base position to the USA. The notion of 'nations' is for
the ignorant slave masses to rally behind in times of need -- anyone got a coloured piece
of cloth, I need a 'flag' to wave? Get with it sheeple, it's the tiny global elite vs the
overwhelming global masses -- nations/States are ideological corrals for herd animals.

U.S. intelligence agencies will soon be able to trawl through all British government documents
stored online including ministerial files, local authority records and public sector data thanks to an
unchallenged amendment to a spy law in Washington.

Britain’s ambitious plans to store all government data on the so-called G-Cloud have led to warnings
from the European Union that security will be compromised now that U.S. intelligence agencies
have the legal right to survey all data held on U.S. owned Cloud services.

At least four U.S. companies are involved in the U.K. government’s G-Cloud project which Whitehall
hopes will slash costs and “deliver fundamental changes in the way the public sector procures and
operates.”

Eventually, it is hoped the G-Cloud will hold the bulk of State data in addition to that of schools,
charities, the BBC and police, even the Bank of England.

While the recent amendments to the Foreign Intelligence Surveillance Act (FISA) have received
scant attention in the British Press, there are a few Members of Parliament so concerned that they
want Britain to think about ending all intelligence cooperation with the U.S.

“The Americans have got to remember who their allies are and who their enemies are,” Conservative
MP David Davis told The Independent, warning of “a whole cascade of constitutional and privacy
concerns for ordinary British people”.

Cloud storage is increasingly popular in the U.K. where around 35 per cent of businesses and an
unknown number of private users employ some form of remote storage from U.S. based companies
like Apple, Amazon and Google. The government wants to see even greater use of Cloud storage
across all sectors in what it describes as a robust “public cloud first policy.”

The FISA amendments now give the CIA and NSA the right to access all this data not just in Britain
or Europe, but anywhere in the world. U.S. citizens are excused this intrusion by the Fourth
Amendment, but everybody else is included.

In the case of Britain, by putting all government data online – including health and criminal records
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– every facet of peoples’ lives will be open to scrutiny by intelligence analysts across the Atlantic.

Many warn that this will also lead to activists, journalists, politicians, Muslims and others being
specifically targeted without the need to justify national security.

“In other words, it is lawful in the U.S. to conduct purely political surveillance on foreigners’ data
accessible in U.S. Clouds,” warns the report for the European Parliament, Fighting Cyber Crime and
Protecting Privacy in the Cloud by the Centre for the Study of Conflicts, Liberty and Security.

While most of the attention has been focused on Cloud storage and the effect FISA will have on
Europe, the actual wording of the amendment speaks of “remote computing services” which could
literally mean anything stored on a computer other than your own.

As it is, every financial transaction passes through U.S. intelligence channels. With the new
extension, no stone need remain unturned. Every time you comment on a book, join a club, or do
absolutely anything that passes through a computer owned by a U.S. company, you are open to
scrutiny.

The Cloud, however, comes with other concerns. There is debate as to who legally owns what if it is
stored or edited in the Cloud, and you can’t even bequest your online music collection to a loved one
when you die.

NSA aside, hackers can easier access data en-route to the Cloud than they can on a local area
network, and the Cloud administrators might one day be compromised. The companies themselves
may go bust or be taken over. They might suffer some catastrophic event or decide to amended their
terms and conditions.

The European Union is being urged to add a warning to all U.S. based Cloud services, with clear
wording that anything stored in the Cloud will be under direct scrutiny by Federal authorities. The
report also wants to see E.U. citizens given the same rights as Americans in U.S. courts.

“A lot of people wouldn’t realize where data is stored, and hence wouldn’t expect to be subject to
U.S. law,” cautions another Member of Britain’s Parliament, Julian Huppert of the Liberal
Democrats.

He wants to know if the government has received any guarantee from Washington that sensitive
data will not be scrutinized as foreign intelligence fodder.

“If the U.S. will not give a clear assurance about government data,” he says. “Then we will have to
stop using the Cloud, as we cannot allow that to happen.”

Author retains copyright.

"I don't know but I've been told the streets of heaven are lined with gold" -- Bob Dylan

Dylan lyrics and allusions aside, have you ever wondered how China, a push-bike
economy in the 60's became a superpower in just a few short (unprecedented) decades?
Of course the very quiet, unpublicised answer is obvious, MASSIVE INJECTION OF
FUNDS/HUGE external FINANCIAL INVESTMENTS that transformed rice fields and
antiquated urban environments into huge industrial estates/regions for western
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corporations and their investment bankers. So wonder no more why China remains silent
when America commits war crimes and other crimes against humanity on a daily basis.
The centralist government of China has been captured and is owned by the same
financial interests that own western democracies.

Not a peep from China when it was pushed out of Libya by NATO; not a murmur of
protest from this 'yellow' superpower when Israel launched an outrageous ILLEGAL
criminal attack on Syria, even criminal partners Russia protested but of course did not
follow through with action. I am simply making the point that international LAW is on
the side of any nation that opposes rampant US criminal activity -- one million dead Iraqi
civilians, illegal drone wars and targeted assassinations, torture, territorial
acquisitions/military expansionism and illegal invasions and occupations! Consider the
extraordinary compliance of Russia and China when reason dictates that both
superpowers should be actively engaged in resisting Washington and supporting
international LAW.

Buying regimes is easy when you have UNLIMITED FUNDS and a license to print
money; the moneyed elites have both, they own the PRIVATE Global Reserve Banking
system (that prints money) including the US Fed -- can you hear the rolling of the
printing presses? And that notwithstanding their truly MASSIVE gold and silver
reserves, which exceed the reserves of most nations combined? You won't be too
surprised when you view the video below of Evelyn 'Rothschild' speaking from HIS
offices in BEIJING about the creation of one international currency and the powers that
make decisions in that regard -- and clearly it is not puppet governments! The existence
of a global ruling elite couldn't be more obvious if it was branded on your dumb, slave,
ill-informed, uneducated arses, sheeple:

http://www.informationclearinghouse.info/article33884.htm
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